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The WINS Vision

All nuclear and other radiological materials and 
facilities are effectively secured by demonstrably 
competent professionals applying best practice to 

achieve operational excellence.
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The World Institute for Nuclear Security (WINS)

• A not-for-profit NGO based in Vienna, Austria

• Founded in December 2008

• 13 staff - 60% women

• 11 Nationalities

• Annual Budget ~ 3M Euro

• Funded by Governments, Foundations and 
Industry
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The Golden Thread
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5,353
Members worldwide in

142 countries

WINS Membership

Data @ 27 March 2019



WINS Programme

Sharing Operational Experience

Knowledge Centre

Training & Certification 

Evaluation
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35
International 
Best Practice 

Guides 

100+
International 
Best Practice 
Workshops 

40,000+
Downloads and 

distributed 
copies of Best 

Practice Guides 
and Special 

Reports
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Demonstrable Security Management 
Competence in other Professions
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Launch of the WINS Academy 
2014
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WINS Academy
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Academy Statistics

1,341 Participants from 94 Countries 

357 Certified Nuclear Security 
Professionals

Data @ 27 March 2019
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Sustaining the Engagement –
The WINS Professional 
Network
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WINS Gender Champions Initiative

WINS Programme will focus on 

identifying and overcoming the 

barriers to women’s greater 

participation in nuclear 

security: we need greater 

diversity to address the evolving 

threats
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“Predicting the future is 
easy … getting it right is 

the hard part.”
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Armed Assault, Atucha 
Reactor Argentina 

Bombs, Brennilis NPP 
France 

Bombs, Lemoniz NPP 
Spain 

Bombs, Lemoniz NPP 
Spain 

Bombs, Equipos
Facility Spain

Rocket attack, 
Superphenix France

Bombs, Bataan NPP 
Philippines 

Armed Assault, 
Pelindaba South Africa 

Rocket Attack, Negrev 
Israel 

1970 1975 1980 1985 1990 1995 2000 2005 2010 2015

Physical Assaults on Nuclear Facilities: 50 years

6 Fatalities, No Radiological Releases
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Cyber Attacks on Industrial Control Systems
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A History of the Future of Work 
(BBC – 12 March 2018)
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1932: “There is not the slightest 
indication that nuclear energy will 
ever be obtainable. It would mean 

that the atom would have to be 
shattered at will.”
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1932: “There is not the slightest 
indication that nuclear energy will 
ever be obtainable. It would mean 

that the atom would have to be 
shattered at will.”

Albert Einstein.
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1955: "Nuclear powered vacuum 
cleaners will probably be a reality 

within 10 years.”

Alex Lewyt, President of the 
Lewyt Vacuum Cleaner Company.
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1962: Lewyt went bankrupt. 

The electronic models had a tendency of 
shorting out and giving the user a shock 
which resulted in a number of lawsuits 

that bankrupted the company.
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Agenda

DAY 1 – TUESDAY 2nd April 2019

Keynote presentation: Keeping Pace with Security Risks and 
Opportunities by Edward O’Neil from Duke Energy (USA)

Session 1: The Evolving Threat Landscape and the Intersection 
between Threats and Technologies - Zachary Kallenborn from 
Cadmus Group (USA)

Session 2: Advanced Technologies – Introduction to 
Autonomous and Remotely Operated Systems Relevant to 
Nuclear Security
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Agenda

DAY 2 – WEDNESDAY 3rd April 2019

Session 3: A Comprehensive Review of Autonomous and 
Remotely Operated Systems For Security:

Biometrics
Drones and drone detection
Remotely operated weapons
Robotics
Modelling and simulation
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Agenda

DAY 3 – THURSDAY 4th April 2019 (Morning)

Session 4: Broader Considerations to Adopting Advanced 
Technologies and Implementing a Business Case for Security

Regulatory, Legal and Ethical issues
When to Adopt New Technology?
Developing a Business Case

Conclusions
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Survey Results
 80% think that terrorist groups already have the capability to perpetrate 

attacks on nuclear facilities with advanced technology devices.

 Around 50% think that there is a clear trend among nuclear 
organisations to deploy autonomous and remotely operated systems.

 70% believe autonomous and remotely operated systems will 
significantly enhance security arrangements at nuclear facilities.

 Most of you think that ROWs and drones are the technologies which will 
have the most significant impact on nuclear security.

 The main challenges for the effective deployment of autonomous and 
remotely operated systems will be cybersecurity and regulations.

 The major advantages that operators will experience when implementing 
these technologies are reduction of security costs and better security 
performance.



Thank You for Your Attention.

Enjoy the Workshop!

Learn more at:
www.wins.org

http://www.wins.org/
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